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1
Decision/action requested

It is asked to discuss and approve this contribution.
2
References

[1]
Draft TR 28.801: "Study on management and orchestration of network slicing for next generation network v2.0.1 ".

[2]
Draft TS 28.530: "Management of network slicing in mobile networks; Concepts, use cases and requirements v0.1.0".
3
Rationale

In the background of 5G network, there might be several different service types of Network slice instance (NSI) due to different customer’s requirements. Due to the different service type, the importance level of these NSIs are also different. For example, some verticals industry such as power grid may ask extreme stable working environment, especially when catastrophe occurs, there might be insufficient resource for operator to support all the NSIs. Allocating different priority to NSI could be one possible way to resolve this situation and improve the utilisation of the network resource.

This contribution proposes to add the network slice instance priority of 3GPP management system function for the telecommunication services into high level use case of 3GPP TS 28.530 [2].

4
Detailed proposal

It is proposed to make the following changes to TS 28.530 [2].
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5.1
Requirements

REQ-SLM-CON-x The operator should have the capability of determining the priority of the NSIs.

REQ-SLM-CON-y The network slice management system should have the capability of scheduling the resource to support the specific service.

	Next proposed change


5.4
High-level use cases
5.4.x Network slice instance priority 
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To guarantee the stable working request of the network slice instance (NSI) duiring special event in run-time phase. 
	

	Actors and Roles
	1. 3rd party customer e.g., a vertical service provider as a communication service customer (CSC), network slice cosumer, network slice subnet consumer

2. network operator (NOP) providing network slices as a service to communication service provider (CSP) acts as a network slice provider (NSP)

3. CSP consuming network slice as a service offered by NOP acts as a network slice consumer (NSC)
	

	Telecom resources
	3GPP management system
	

	Assumptions
	1. In some situation (e.g. important event, catastrophe, etc.) the resource of the NOP to support all the NSIs may not be sufficient.

2. The NSIs created for critical field CSP (e.g. power grid and emergency commuinication) request stable working environment.
	

	Pre-conditions
	Some NSIs created for specific CSP (e.g. critical service field) request stable working states in run-time phase.
	

	Begins when 
	The 3rd party customers request NOP to ensure some NSIs created for specific CSP (e.g. critical service field) stable working.
	

	Step 1 (M)
	The NOP may propose different requirements on guaranteeing stable working environment, which is included as a part of service request and agreed by the operator before the NSIs are created.
	

	Step 2 (M)
	The NOP assigns different priorities to different NSIs based on the stable-working service requests (e.g. some NSIs request stable working environment are assigned with higher priority). 
	

	Step 3 (M)
	When special event results in insufficient resource, alarms regarding insufficient resources of the specific NSI(s) will be sent to the 3GPP management system. The 3GPP management system provides its avaible resources to the relatively higher-priority NSI(s).
	

	Step 4 (M)
	After the resources are recovered from the special events, the the 3GPP management system will mitigate the negative impacts on the other relatively lower-priority NSIs.
	

	Ends when
	The 3rd party customer receives notification from 3GPP management system that the stable working request of NSIs is guaranteed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The stable working request of the NSI is guaranteed during special event.
	

	Traceability
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